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 Live system analysis of Windows computers from your mobile device 

 User-mode and kernel-mode capture techniques 

 Same powerful memory capture capabilities as WindowsSCOPE 

 Review kernel structures on demand to uncover system hooks 
 Identify suspicious behavior 

Use Cases/Platforms Supported 

 IT administrators managing many 

Windows workstations and servers 

o Create profiles to scan any 

number of Windows computers 

o Periodically check up on servers 

and other key infrastructure 

o No need to bring the system 

down while you investigate 

 Quick cyber-analysis without having to 

be at the computer  

o Allow users to continue using 

their workstations while under 

investigation 

 Identify indicators of compromise before 

doing in-depth analysis 

 Supported platforms: 

o X86 and X64 Windows operating 

systems up to Windows 7 

 All Android 2.1 or later mobile devices for 

the client 

 Available now on the Android 

marketplace and at 

http://www.windowsscope.com 
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